**需求内容：**

1. 以我院HIS三级等级保护测评为目标开展以下具体服务：
2. 开展等级保护安全管理制度测评。根据《信息安全等级保护管理办法》、《信息系统安全等级保护基本要求》，参照《信息系统安全管理要求》、《信息系统安全工程管理要求》等标准规范要求，对我院现有网络安全管理制度进行测评，在网络安全责任制建设、人员安全管理、系统建设管理、系统运维管理等方面提供相应的指导以符合等级保护制度层面的相关要求。
3. 开展等级保护安全技术措施测评。根据《信息安全等级保护管理办法》、《信息系统安全等级保护基本要求》，参照《信息系统安全等级保护实施指南》、《信息系统通用安全技术要求》、《信息系统安全工程管理要求》、《信息系统等级保护安全设计要求》等标准规范要求，结合行业特点和本单位自身安全需求，对物理与环境安全、网络与通信安全、设备与计算安全、应用与数据安全进行测评。
4. 协助开展安全等级保护整改。现场测评结束后进行差距汇总，根据我院实际情况制定合理的分步实施方案；协助完成安全整改工作，保证信息系统具备与相应等级相匹配的信息安全保护能力。
5. 在协助我院对差距测评结果进行整改后，按国家标准进行再次测评，并出具相应的正式测评报告，并协助完成公安机关相关备案工作。
6. 测评工作的范围、内容、形式、标准等，应符合国家及行业的有关标准及规范要求。按等保2.0标准开展测评相关工作。